










































1 0. MFIAC also furthers its mission by requiring prospective clients to agree that any 

information obtained through litigation handled by MFIAC will be made available to the general 

public. MFIAC generally retains the right to post information obtained on its own website 

within a few days after its public release. MFIAC thus has a direct stake not only in developing 

legal principles, but also in ensuring the dissemination of information to the public. 

MFIAC'S EDUCATION AND ADVOCACY EFFORTS 

11. MFIAC engages in litigation and other advocacy efforts in its own name and as 

counsel to amici. These efforts to date have focused largely on surveillance, law enforcement, 

and national security issues, such as the issues raised in MFIAC's motion before this Court. 

12. From its inception, MFIAC has addressed the privacy implications of data 

monitoring and other domestic surveilJance activities carried out in the name of national security. 

For example, MFIAC has engaged in independent research and advocacy into use by the 

Department of Homeland Security ("DHS") of so-called "fusion centers." MFIAC filed multiple 

Freedom of Information Act requests in its own name seeking records disclosing the relationship 

of Connecticut state law enforcement agencies to the Fusion Center Initiative ofDHS, and all the 

voluminous documents obtained have been catalogued by the Yale Law School library for online 

reference and research. MFIAC also filed a comment with DHS expressing "concern about the 

expense, mission creep, and privacy effects" of a proposed "Fusion System" database. See 

Comment ofMFIAC on DHS Dkt. No. DHS-2010-0052, 75 Fed. Reg. 69689-93 (Nov. 15, 

201 0), available at http://epic.org/privacy/fusion/MFIA _Fusion Centers_ CommentFinal.pdf. 

13. MFIAC has advocated for effective oversight of other law enforcement activities 

as well. On behalf of a group of local, state, and national media, journalist, open government, 

and civil liberties organizations, MFIAC filed an amicus brief in Commissioner of Public Safety 
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v. Freedom of Information Commission, eta/., a case currently pending before the Connecticut 

Supreme Court addressing the scope of an exemption for law enforcement records under the 

state's Freedom of Information law. 

14. MFIAC also carries out educational activities designed to increase public 

knowledge and awareness of open government issues, including the difficulty of reporting on 

certain topics related to national security and the challenges that requestors may face in using the 

Freedom oflnformation Act. For example, each year, MFIAC hosts a "FOIA Boot Camp" at 

Yale Law School for journalists, students, and other members of the public. Speakers walk 

through the process of filing requests for records under the federal FOIA and state FOI laws, 

explain the importance of access to government information, and address many of the challenges 

that requestors often face. 

15. Each year MFIAC is also involved in numerous conferences, presentations, and 

other events aimed at fostering public awareness of and debate over topics including balancing 

online privacy and national security, and understanding the scope and scale of federal law 

enforcement surveillance programs. Such events have included conferences or presentations on 

such topics as "NSA Surveillance and Foreign Affairs," "Protecting Journalism: Anonymous and 

Secure Communications for Reporters and Sources," "Open Government and the First 

Amendment: Strengthening our Democracy through Transparency, Participation, and 

Collaboration," "The Espionage Act and The Press: From The Pentagon Papers to Wikileaks," 

"Is Big Brother Tracking You: Location Data and Fourth Amendment Privacy," "Nothing to 

Hide: The False Tradeoff Between Privacy and Security," "Privacy and Prior Consent," and 

"Surveillance." These presentations are, with rare exception, free and open to the public. 

Videos of many of these talks and others can likewise be viewed online. 
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CONCLUSION 

16. As the overview demonstrates, MFIAC's legal, policy, and educational activities 

stand to benefit in a number of ways from the disclosure and dissemination ofinfonnation 

critical to effective oversight of government, including specifically information concerning 

surveillance and the protection of privacy. 

I declare under penalty of perjury that the foregoing is true and correct. Executed on 

October JL 2013, at New Haven, Connecticut. 

~~ 
MAXWELLS. MISHKIN 
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